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Webhook

Webhook je automatizovana zprava odeslana z aplikace ve chvili, kdy nastane urcita udalost. Tato
zprava je dorucCena na konkrétni URL adresu ve formé HTTP pozadavku (typicky typu POST) a obvykle
obsahuje data ve formatu JSON.

1. Rozdil mezi APl a Webhookem

Abychom pochopili pfinos Webhooku, musime ho srovnat s tradi¢nim dotazovanim:

 Polling (API): Vase aplikace se kazdych 5 minut pta: ,Mam novy e-mail? ... A ted? ... A ted?“.
To plytva vykonem a zdroji.

* Webhook: Vase aplikace jen ¢eka. Jakmile e-mail dorazi, server odesilatele posle zpravu: , Tady
je novy e-mail!“ pfimo na vasi adresu.

2. Jak Webhook funguje?

Cely proces se sklada ze tri jednoduchych krok(:

1. **Registrace:** V nastaveni aplikace (napr. GitHub, Stripe, Discord)
zadate svou **Payload URL** (cilovou adresu vaSeho skriptu).

2. **Udalost (Event):** V aplikaci nastane zména (napr. nékdo zaplatil
fakturu nebo pridal komentar).

3. **0deslani (POST):** Zdrojova aplikace okamzité poSle HTTP POST pozadavek
na vasi URL s podrobnostmi o udalosti.

3. Praktickeé priklady pouziti

Webhooky jsou zakladem moderni automatizace a propojenosti sluzeb:

e E-shopy: Po zaplaceni objednavky posle platebni brana (Stripe/PayPal) Webhook vasemu
systému, ktery automaticky zméni stav objednavky na ,Zaplaceno”.

e CI/CD: Jakmile vyvojar poSle kéd do Gitu, GitHub poSle Webhook serveru, ktery okamzité spusti
testovani a nasazeni aplikace.

» Komunikace: Kdyz se ve vasem systému objevi kritickd chyba, Webhook poSle upozornéni
prfimo do kanalu v Slacku nebo Discordu.

4. Bezpecnost Webhookt

Protoze je vase URL verejné dostupna na internetu, mohl by na ni kdokoli poslat faleSna data. Proto se
pouzivaji tyto metody ochrany:
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« Tajny kli¢ (Secret): Zdrojova aplikace k datdim prida digitalni podpis (HMAC). Vy si ovéfite, ze
podpis odpovida vasemu klici.
» Whitelist IP adres: Povolite prijem pozadavkl pouze z oficidlnich adres dané sluzby.

5. Struktura zprdvy (Payload)

Typicky Webhook vypada jako text ve formatu JSON. Napfiklad upozornéni na novou zpravu:

{
"event": "message.created",
"sender": "Jan Novak",
"text": "Ahoj, posilam podklady k projektu.",
"timestamp": "2025-12-28T15:52:00Z"
}

Tip: Pro testovani WebhookU bez nutnosti psat kdd mdzete pouzit nastroje jako Webhook.site
nebo Beeceptor. Ty vam vygeneruji do¢asnou URL, na které uvidite pfesny obsah zprav, které
vam jiné aplikace posilaji.
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